
Communication System for Defending against Attacks of Media Clones
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The keyword for our laboratory is Multimedia. We are mainly working on the development of a communication system for defending against attacks

of media clones, whose fundamental technologies are recognition, understanding, and generation of multimedia content and privacy protection.
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